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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes a new solution for key issue#3: new solution support for Exposure of User Identity Profile Information.
1	Discussion
This solution is trying to resolve the following key issue.
5.3	Key Issue #3: Exposure of User Identity Profile Information
5.3.1	Description
This key issue builds on the identifying human user case of key issue #1 and focuses on how User Identifier related functionality and information is exposed. Solutions to this key issue will address:
-	what and how User Identity Profile information and functionality are exposed (e.g. exposure of the content of the User Identity Profile, exposure of authorization/authentication results, authenticating users, and linking a User Identifier with a 3GPP subscription).
NOTE 1: 	Aspects of this key issue will depend on interaction with SA WG3. For example, privacy protections related to exposure of User Identity Profile information and authorization/authentication results need to be coordinated with SA WG3.
NOTE 2: 	Some exposure aspects (e.g. what functionality needs to be exposed) may depend on interaction with SA WG6. For example, exposure functionality that may be required by the SA WG6 FS_Metaverse_App study.
2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.1.0.
[bookmark: _Toc93073650]		* * * * Start of Changes * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157692398]6.X	Solution #X: support for Exposure of User Identity Profile Information. 
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc157447964][bookmark: _Toc157692399]6.X.1	Key Issue mapping
	[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965]Solutions
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[bookmark: _Toc157692400]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157447966]This solution resolves Key Issue #3 Exposure of User Identity Profile Information. The solution assumed that User Identity Profile is created and stored in 5G CN, e.g., UDM or UDR. It is proposed to reuse the Network Exposure architecture as shown in Figure 6.X.2-1 to expose the parameters of Device Profile to the consumer(s) (e.g., third party) with necessary authentication/authorization.
[image: ]
Figure 6.X.2-1 reference point for exposure of the Device Profile information
N33:	Reference point between NEF and AF.
N37:	Reference point between NEF and UDR.
N52:	Reference point between NEF and UDM


[bookmark: _Toc157692401]6.X.3	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157447967]It is assumed that User Identity Profile is created and stored in 5GC NF (e.g., UDM/UDR). One consumer (e.g., 3rd party AF) wants the information of User Identity Profile in one PLMN, it can request the 5GC NF (e.g., UDM/UDR) via NEF to provide the information of User Identity Profile. Authentication/authorization may be performed between the consumer and 5GC before 5GC sending the result to the consumer.
Editor's note: Privacy protections related to exposure of User Identity Profile information and authorization/authentication results need to be coordinated with SA WG3.

[bookmark: _Toc157692402]6.X.4	Impacts on services, entities and interfaces
Editor's note: It is FFS to captures impacts on existing 3GPP nodes and functional elements.

* * * * End of Changes * * * *
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